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INFORMATION ON DATA PROCESSING  

regarding the application form to research network ’LANTERN’ 

1. Name of Data Controller 

University of Public Service  

Address: 1083 Budapest, Ludovika tér 2. 

Phone: +36 1 432 9000  

E-mail: nke@uni-nke.hu  

Website: https://www.uni-nke.hu/ 

Represented by: Dr. Gergely Deli Rector  

2. Name and contact details of the Data Protection Officer  

Data Protection Officer of the University:  

Adrienn Bernadett Kincses dr. iur. 

Direct contact: adatvedelem@uni-nke.hu 

Phone: +36 1 432 9000/ extension: 29833 

3. Information about processing personal data in case personal data is collected 

directly from the data subjects  

                                                           
1 Data required for the application. 
2 Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of 

natural persons with regard to the processing of personal data and on the free movement of such data, and 
repealing Directive 95/46/EC (General Data Protection Regulation) 
3  Optionally provided data. 

Categories of 

data subjects 

Scope of processed 

data 

Purpose of data pro-

cessing 
Legal basis 

Researchers 

and lecturers 

applying for the 

research net-

work. 

Name, e-mail address, 

affiliation.1 

 

Administration of applicants 

and categorizing them by their 

areas of research. 

Pursuant to 

Article 6 (1) 

a) of the 

GDPR2, the 

consent of 

the data sub-

ject. 

 

Title, phone number, 

LinkedIn profile, list of 

publications, ORCID iD, 

research areas.3 

In case of sharing LinkedIn, 

ORCID, MTMT profiles:  

facilitate communications bet-

ween members of the net-

work. 

Researchers of 

the field of ter-

rorism and 

counter-terro-

rism. 

Name, e-mail address. Based on their field of rese-

arch, informing researchers 

who are likely to be interested 

in joining about the launch of 

the registration platform. 

Pursuant to 

Article 6 (1) 

e) of the 

GDPR, data 

processing is 

necessary for 
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Consequences of failure to provide such data: The applicant’s name, e-mail address 

and affiliation is required for the registration to the research network. Providing additio-

nal data is optional, although lack of this data makes it impossible to categorize researc-

hers by their areas of research. 

4. Recipients of personal data, the persons entitled to access the data 

Employees of the departments or research institutes who are required to access the con-

cerned personal data based on their employment relationship. 

The applicants LinkedIn profile, ORCID iD and MTMT data (list of publications) 

may be shared with other members of the research network via the research net-

work’s Microsoft Teams group for which Microsoft Corporation (address: One Microsoft 

Way, Redmond, WA 98052, Egyesült Államok, nyilvántartási szám: 600-413-485) acts as 

data processor on the Data Controller’s behalf.  

News and information about the research network may be published on the Data Control-

ler’s website and social media. 

5. Duration of data processing 

The University processes personal data until the withdrawal of consent. The withdrawal 

does not affect the legality of processing prior to it. 

The University annually reviews the necessity of the processing of personal data. 

6. Implementation of the processing activity 

The University of Public Service creates an informal research network concentrating on the 

research of terrorism and counter-terrorism called LANTERN (’Linking Analysts for Networ-

ked Terrorism & Extremism Research Node). 

 

Researchers and lecturers of the field can apply to join the abovementioned network by 

submission of a form focusing on their contact data and research areas. 

 

Members of the research network can communicate with each other through the network’s 

Microsoft Teams group, which is also used to share basic information on the members and 

their fields of research. 

7. Data protection 

Taking into account the state of the art, the costs of implementation and the nature, scope, 

context and purposes of processing as well as the risk of varying likelihood and severity 

for the rights and freedoms of natural persons, the University shall implement appropriate 

technical and organisational measures to ensure a level of data security appropriate to the 

risk.  

The University shall take all reasonable measures to ensure that the data processed by it 

do not become accessible to unauthorised parties. Access to data is limited, password 

protection is in place.  

The University has a policy on protection and security of personal data and data of public 

interest and also an IT Security Policy. 

the perfor-

mance of the 

University 

tasks of pub-

lic interest. 
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8. Automated data processing (including profiling) 

The University does not use automated data processing for decision-making regarding per-

sonal data specified above. 

9. Data transfers to third countries or international organisations 

There is no direct transfer of personal data to third countries regarding the processing 

detailed above. 

10. Exercise of rights, legal remedies 

 

The data subject may exercise the rights provided for in the GDPR for the entire duration 

of the data processing, which he may do at any time at the contact details specified in 

Section 1 and 2. 

The data subject may request  

- access to personal data (the data subject has the right to obtain confirmation 

from the data controller as to whether or not personal data concerning him or 

her are being processed, and where that is the case, the right to access personal 

data and information specified in the GDPR) (Article 15 GDPR),  

- rectification of personal data (the data subject has the right to obtain the rectifi-

cation of inaccurate personal data concerning him or her, at his or her request, 

without undue delay. Taking into account the purpose of the data processing, the 

data subject shall have the right to have incomplete personal data completed, 

including by means of providing a supplementary statement.) (Article 16 GDPR), 

- erasure of personal data (the data subject has the right to obtain from the data 

controller the erasure of personal data concerning him or her, at his or her re-

quest, without undue delay and the data controller shall have the obligation to 

erase the personal data of the data subject without undue delay on the  grounds 

specified in the GDPR; in case of data processing for compliance with a legal 

obligation the erasure request shall be declined ) (Article 17 GDPR),  

- restrictions on the processing of personal data (the data subject has the right to 

obtain from the date controller restriction of processing if the conditions set out 

in the GDPR are met) (Article 18 GDPR), 

- exercise the right to personal data portability (The data subject shall have the 

right to receive the personal data concerning him or her, which he or she has 

provided to the data controller, in a structured, commonly used and machine-

readable format and have the right to transmit those data to another data con-

troller without hindrance from the data controller to which the personal data have 

been provided, as long as the conditions set out in the GDPR are met) (Article 

20 GDPR), 

- may object to the processing of personal data (shall have the right to object, on 

grounds relating to his or her particular situation, at any time to processing of 

personal data concerning him or her which is based on point (e) or (f) of Article 

6 (1), including profiling based on those provisions. The controller shall no longer 

process the personal data unless the controller demonstrates compelling legiti-

mate grounds for the processing which override the interests, rights and free-

doms of the data subject, or for the establishment, exercise or defence of legal 

claims; in case of data processing for compliance with a legal obligation the ob-

jection request shall be declined) (Article 21 GDPR), 

- withdrawal of the abovementioned consent to processing of personal data, the 

data subject may withdraw his or her consent at any time by sending an e-mail 
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to adatvedelem@uni-nke.hu, without affecting the lawfulness of the processing 

carried out on the basis of consent prior to its withdrawal. 

The application must be submitted to the postal address of the data controller or to the 

following e-mail address: adatvedelem@uni-nke.hu. The data controller shall provide 

written information as soon as possible, within a maximum of 1 month (within 15 days 

in the event of an objection) (this deadline may be extended by a further 2 months due 

to the complexity of the request). If any rights of the data subject have been violated, 

the data subject may apply to a court (the data subject may, at his or her choice, initiate 

a proceeding before the court competent according to his or her place of residence or 

stay) or may turn to the National Authority for Data Protection and Freedom of Infor-

mation (1055 Budapest, Falk Miksa utca 9-11., phone: 06-1-391-1400, website URL: 

http://naih.hu, e-mail address: ugyfelszolgalat@naih.hu). 

 

Budapest, 9th September 2025. 
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